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What’s in an internet minute? According to data from RiskIQ and threat 
researchers around the world, a lot of evil.

2018 COST OF CYBER CRIME

2018 RISKIQ RESEARCH NUMBERS:

$600 BILLION1

$1,138,888/minute  

$171,233/minute
spend by business on 
information security2

Globally, for large businesses
affected, the average cost was

$11.7 MILLION/year3 

Ranging from 
$222/minute

CYBERCRIME VICTIMS
2.7 MILLION/day4

1,861/minute 

TOTAL COST RANSOMWARE
costs to organizations  

$8 BILLION/year5

$15,221/minute5 

1.5 organizations/minute fall
victim to ransomware attacks6 

MALWARE  

1,274 new malware
variants/minute7

RECORDS LEAKED
from publicly disclosed incidents  

2.9 BILLION/year9

5,518/minute

PHISHING EMAILS

22.9 attacks/minute8 

NUMBER OF NEW
BLACKLISTED MOBILE APPS

.17/minute10  

NUMBER OF 
MALVERTISING INCIDENTS

9.2/minute12 (Q4 2017)  

NUMBER OF POTENTIALLY VULNERABLE WEB 
COMPONENTS DISCOVERED

4/minute16 (anatomy of an attack surface report)  

NUMBER OF NEW HOSTS 
RUNNING CRYPTO 
MINING MALWARE

.05/minute14  

NUMBER OF NEW SITES 
RUNNING COINHIVE  

.1/minute15 (crypto mining report)

For more information about RiskIQ 
please visit riskiq.com.
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2. https://www.gartner.com/newsroom/id/3638017 
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NUMBER OF NEW PHISHING 
DOMAINS STOOD UP  

.21/minute11   

INCIDENTS OF 
MAGECART  

.07/minute13
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